THE BIGGEST ADVANTAGE TO USING CHECK POINT SANDBLAST AGENT IS THAT WE DON’T NEED TO WORRY ABOUT RANSOMWARE ATTACKS ON OUR ENVIRONMENT. IT PROVIDES TOTAL PEACE OF MIND, AND YOU CAN’T PUT A PRICE TAG ON THAT. WE KNOW IT WILL BE THERE, AND THAT OUR DATA WILL REMAIN SAFE.
—DAVID ULLOA, CHIEF INFORMATION SECURITY OFFICER, IMC COMPANIES

IMC COMPANIES PROVIDES SUPPLY CHAIN EXPERTISE TO CUSTOMERS ACROSS THE U.S.

CHALLENGE

• Protect desktop, laptop, and mobile users from malware, phishing and ransomware
• Streamline threat forensics and reporting

SOLUTION

• Check Point Harmony Endpoint

RESULTS

• Protected endpoint applications from viruses, ransomware, phishing, and zero-day malware
• Automated forensics analysis delivers actionable reports
• Simplified management and provided proactive alerts for small IT staff

“Security is very important for IMC because our customers rely on our information to support just-in-time supply chain operations,” said Ulloa. “A customer shipping shoes from Vietnam can track their container all the way to a port in the U.S., as our driver picks up the container and transports it to a warehouse.”

IMC COMPANIES

FOR MORE THAN 36 YEARS, IMC COMPANIES HAS BEEN PROVIDING LOGISTICS SERVICES LIKE CONTAINER DRAYAGE, EXPEDITED SERVICES, TRUCK BROKERAGE, WAREHOUSING, CHASSIS PROVISIONING, AND SECURED CONTAINER STORAGE.

BUSINESS CHALLENGES

SECURING CRITICAL DATA ACROSS THE SUPPLY CHAIN

IMC COMPANIES’ EXPANSIVE NETWORK OF TRUCKING TRANSPORT AND SUPPORT CENTERS GIVES ITS CUSTOMERS THE ADVANTAGE OF LOCAL MARKET KNOWLEDGE COMBINED WITH COAST-TO-COAST COVERAGE. ITS MODERN TRUCK FLEET, SECURE CONTAINER TERMINALS, AND PROPRIETARY REAL-TIME TRACKING SYSTEM, DELIVER UNMATCHED LEVELS OF FLEXIBILITY AND EFFICIENCY. IMC MOVES MORE THAN ONE MILLION SHIPPING CONTAINERS EACH YEAR, AND PROTECTING THE INTEGRITY OF ITS DATA AND ITS NETWORK INFRASTRUCTURE IS CRITICAL.
Our in-house transportation management system provides a competitive advantage, and contains customer bank account information and other sensitive data. Any downtime can cost us millions of dollars.

To ensure that its network remained available and secure, IMC needed to protect its endpoints, including laptops, desktop computers, phones, and mobile devices from ransomware, viruses, and other threats. The solution would have to be comprehensive to defend against multiple threats, yet fully integrated for easy management.

**Solution**

**A Comprehensive Solution for Proactive Endpoint Security**

IMC evaluated a dozen vendors and concluded that Check Point offered the most complete solution to address all its needs. “Instead of using multiple solutions for antivirus, anti-ransomware, forensics, encryption, VPN and compliance, Check Point provides all that in a single suite,” said Ulloa. “That’s why we went with Check Point.” IMC deployed SandBlast Agent, a comprehensive security solution offers a wide range of advanced endpoint threat prevention capabilities. SandBlast agent lets IMC proactively prevent, detect, and fix known and unknown zero-day attacks. Its built-in anti-ransomware protection defends the company against sophisticated evasive attacks that can sneak past conventional network and endpoint products.

“Our IT group that handles endpoints had been overwhelmed with the issues and constraints involved in managing multiple solutions,” said Ulloa. “Once we moved to Check Point, it was very easy. We implemented the solution ourselves in less than a week, across our entire environment.”

Designed to simplify management, Check Point SandBlast Agent lets IT take advantage of a single console to centrally administer its security.

“The Check Point endpoint solution comes with a very nice single pane of glass dashboard,” said Ulloa. “We can just go to it and see where our problems are. It shows us how many devices are up and running, how many have had an alert from a bot or malware incident, and our overall compliance grade.”
“SandBlast Agent enabled us to stop 100 percent of the emails that made it past the firewall. That’s at least five incidents per day for each of our 120 desktop users in the office.”

—David Ulloa, Chief Information Security Officer, IMC Companies

Benefits

Trouble-Free Protection Against Evolving Threats

SandBlast Agent has enabled IMC to discover and mitigate potential endpoint threats across its entire environment, to keep confidential customer data safe and maximize system uptime. “We receive about two million emails a month, and statistics tell us at least 55 percent of those are malignant,” said Ulloa. “SandBlast Agent enabled us to stop 100 percent of the emails that made it past the firewall. That’s at least five incidents per day for each of our 120 desktop users in the office.” By maintaining the integrity of its network and customer information, IMC also sustains the continued confidence of its customers. “We have many customers that rely on our supply chain expertise, and we have to protect that information,” said Ulloa. “There are a lot of trade secrets that we have to protect as well. The Check Point endpoint security solution helps us detect, remediate, and even prevent ransomware attacks, so we can maintain our reputation.”

Automatic Forensics Speed Investigations SandBlast Agent also provides automated forensics data analysis to give IMC detailed insights into threats, without requiring cumbersome manual processes.

“Before Check Point, we didn’t have any idea what took place with security threats, unless we invested hours of research,” said Ulloa. “We use SandBlast Agent Forensics, which provides a report of what happened and where the threat came from, in a format that’s easy to understand. Check Point is very simple to use—we just configure it and step back.”

For more information, visit: https://www.checkpoint.com/products/