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Boost your security level across your entire Check Point environment with a dynamic solution that continuously 
monitors your security infrastructure, gateways, technologies, policies, and configuration settings all in real time.

INCREASE 
SECURITY

AVOID HUMAN 
ERROR

Security Compliance
Key Features and Benefits

• 300+ Check Point Security Best Practices optimizing 
configuration settings ensuring businesses stay secure

• Monitor policy changes in real time, providing instant 
alerts and remediation tips

• Translates thousands of complex regulatory requirements 
into actionable Security Best Practices

 “Check Point Security Compliance makes it easy for us to apply the best practices we need to meet our HIPAA 
requirements. It not only provides great protection, but it also demonstrates our commitment to security, which can make 
a huge difference if our organization is audited.” 
Felix Castro, Director of IT, ICS

COMPLY WITH 
REGULATIONS
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TOP TIER VIEWS

Security Overview

Regulation Details

Security Violations Reporting

Integrated with SmartEvent

Security by Module
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SECURITY BEST PRACTICES
Check Point Compliance examines your environment’s security gateways, software modules, policies, 
and configuration settings in real-time. With over 300 Security Best Practices, Compliance detects poor 
configurations and provides instant remediation tips to ensure your business stays secure. Compliance enables 
your security teams to reach the full potential of all of their Check Point products by recommending adjustments 
to security configurations in order to meet regulatory and Security Best Practices in place.

NEW GAIA USER BEST PRACTICES
Create best practices by running scripts over GAiA OS on the gateways.

REGULATIONS & GDPR
Check Point Compliance provides best practices that are mapped to industry-known regulations with clear 
requirements and recommendations laid out. Easily categorize by protections in place, or by severity of the 
security violation.

Compliance with the General Data Protection Regulation (GDPR) will require a focus on how privacy and data 
protection are addressed in the handling of information, but also on related areas such as awareness, incident 
management and achieving “data protection by design”.

Though GDPR is not a security-based regulation, there are aspects related to data protection and the security 
of an enterprise. Hence, Check Point family of technologies and products can be of a benefit to such enterprises 
when designing the data protection guidelines of the organization based on the data protection policy. Check Point 
Compliance contains several GDPR requirements that can be covered easily by configuring Check Point products 
accordingly.
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SPOTLIGHT
Automated Trusted Advisor
Check Point Compliance 
governs multiple software 
technologies within the Check 
Point protection suite and can 
provide a wide view of your 
compliance level. You can 
even activate SmartEvent for 
enhanced reporting capabilities.

Security Compliance
With continuous monitoring, 
avoid human errors and lower 
the complexity of managing cyber 
security with the ability to go from view to action. Create overviews and 
reports in real-time and manage it all through a single pane of glass.

Creating a Best Practice
Fine tune and monitor what’s important 
to you. Easily optimize your security best 
practices or create and enforce your own 
best practices company-wide.

Security Best Practices
Filter security best practices by 
software module. You can view the 
relevant objects the best practice 
applies to as well as the relevant 
regulatory requirements. Take 
action immediately or schedule the 
action to occur at a later date.

Regulatory Compliance
You can see your security level in 
accordance to direct regulations such as 
HIPAA, GDPR, PCI DSS, ISO 27001 and 
many more.
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ORDERING COMPLIANCE

# of Managed Gateways SKU

Smart-1 Appliances Bundled with 
Compliance1

Appliance

Compliance + SmartEvent for Smart-1
Compliance and SmartEvent Annual 
subscription is included with every new 
Smart-1 appliance purchase. Extend your 
license with the annual subscription SKUs 
below

5 - 10 Smart-1 600-S CPAP-NGSM600S-BASE 
CPAP-NGSM600S-PLUS

25 - 50 Smart-1 600-M CPAP-NGSM600M-BASE 
CPAP-NGSM600M-PLUS

75 - 150 Smart-1 6000-L CPAP-NGSM6000L-BASE 
CPAP-NGSM6000L-PLUS

200 - 400 Smart-1 6000-XL CPAP-NGSM6000XL-BASEMGMT
CPAP-NGSM6000XL-BASE
CPAP-NGSM6000XL-PLUSMGMT
CPAP-NGSM6000XL-PLUS

Open Server Bundled with Compliance1

Compliance + SmartEvent for Open Server
Every Open Server license includes 
SmartEvent and Compliance for the 1st 
year. Extend your license with the annual 
subscription SKUs below

5 CPSM-NGSM5

10 CPSM-NGSM10

25 CPSM-NGSM25
CPSM-NGSM25-MD5

50 CPSM-NGSM50
CPSM-NGSM50-MD5

150 CPSM-NGSM150
CPSM-NGSM150-MD5

Compliance Annual Subscription1

Compliance and SmartEvent subscription 
bundle for single domain environments

5 CPSB-COMP-5-1Y CPSB-EVS-COMP-5-1Y

10 CPSB-COMP-10-1Y CPSB-EVS-COMP-10-1Y

25 CPSB-COMP-25-1Y CPSB-EVS-COMP-25-1Y

50 CPSB-COMP-50-1Y CPSB-EVS-COMP-50-1Y

75 CPSB-COMP-75-1Y CPSB-EVS-COMP-75-1Y

150 CPSB-COMP-150-1Y CPSB-EVS-COMP-150-1Y

200 CPSB-COMP-200-1Y CPSB-EVS-COMP-200-1Y

400 CPSB-COMP-400-1Y CPSB-EVS-COMP-400-1Y

50+ Extension2 CPSB-COMP-EXT-50-1Y2 CPSB-COMP-EXT-50-1Y2

1. Extend your 1 Year Compliance + Smart-1 license by 1 Year. 2Y and 3Y licenses are also available in the online product 
catalog. SmartEvent annual EVS license (such as CPSB-EVS-10-1Y) - can be used only on top of the new NGSM 
license (CPAP-NGSMXXX or CPSM-NGSMXXX).

2. 50+ SKU can be used on top of 150 GW licenses.
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Worldwide Headquarters  
5 Shlomo Kaplan Street, Tel Aviv 6789159, Israel  |  Tel: +972-3-753-4599 

U.S. Headquarters 
100 Oracle Parkway, Suite 800, Redwood City, CA 94065  |  Tel: 1-800-429-4391

www.checkpoint.com
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ORDERING COMPLIANCE (continued)

# of Managed Gateways SKU

Compliance for Multi-Domain Environment

Compliance subscription extension
*For Multi-Domain environments: 
SmartEvent runs on a dedicated server

25 CPSB-COMP-MDM25GW-1Y

50 CPSB-COMP-MDM50GW-1Y

150 CPSB-COMP-MDM150GW-1Y

250 CPSB-COMP-MDM250GW-1Y

500 CPSB-COMP-MDM500GW-1Y

1000 CPSB-COMP-MDM1000GW-1Y

About Check Point
Check Point Software Technologies Ltd. (www.checkpoint.com) is a leading AI-powered, cloud-delivered cyber 
security platform provider protecting over 100,000 organizations worldwide. Check Point leverages the power 
of AI everywhere to enhance cyber security efficiency and accuracy through its Infinity Platform, with industry-
leading catch rates enabling proactive threat anticipation and smarter, faster response times. The comprehensive 
platform includes cloud-delivered technologies consisting of Check Point Harmony to secure the workspace, 
Check Point CloudGuard to secure the cloud, Check Point Quantum to secure the network, and Check Point 
Infinity Platform Services for collaborative security operations and services.


