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Protect your Microsoft 365 & G Suite environments:

Researched by CPR

81% 1 in 239
Of malicious files were 

distributed by email
email attachments 
is malicious

1 in 4151 in 14

MAY 2020

JUNE 2020

links in emails is 
malicious

malicious emails is a 
Sextortion email

Advanced RAT (Remote Access 
Trojan) that functions as a 
keylogger and password stealer

Researchers have uncovered a new Trojan dubbed 
QNodeService, used in a Coronavirus-themed phishing 
campaign. The operators behind the campaign promise 
COVID-19 tax relief, to lure victims to run the malicious file.

Hackers are targeting executives of a German task force 
supplying face masks and medical equipment against 
COVID-19. The hackers launched a spear-phishing 
campaign to steal Microsoft login credentials.

Agenttesla 

InfoStealer that targets the 
Windows OS

Formbook 

A banking Trojan that targets the 
Windows platform
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www.checkpoint.com/products/email-security


