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TOP MALWARE EMAIL CAMPAIGNS

Agenttesla

Advanced RAT (Remote Access
Trojan) that functions as a
keylogger and password stealer

Formbook

InfoStealer that targets the
Windows 0S5

Dridex

A banking Trojan that targets the
Windows platform

TOP EMAIL ATTACK STORIES

MAY 2020

Researchers have uncovered a new Trojan dubbed
QNodeService, used in a Coronavirus-themed phishing
campaign. The operators behind the campaign promise
COVID-19 tax relief, to lure victims to run the malicious file.

-(STEM ERROR

JUNE 2020 X

Hackers are targeting executives of a German task force
supplying face masks and medical equipment against

COVID-19. The hackers launched a spear-phishing
campaign to steal Microsoft login credentials.

Protect your Microsoft 365 & G Suite environments:
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